Re-verification of Mobile Connections for NRIs, etc.

A large number of overseas Indians have been facing difficulty in
operating their mobile connections procured in India as the telecom
operators are insisting on linking Aadhaar number with the mobile number.
As most of them do not possess Aadhaar Card, they are unable to link their
Indian mobile number with the Aadhaar number. The matter was taken up
with the Department of Telecom (DoT) for exempting overseas Indians from
linking Aadhaar with their Indian mobile connections and issuing suitable
advisory to telecom service providers.

2. DoT has now accordingly issued a letter dated 01/12/2017 to all
mobile phone service licensees to use alternative method to re-verify
existing customers belonging to certain categories including foreigners
(covering PIOs and OCls cardholders) and NRIs. Procedure and format for
this purpose has been prescribed. A copy of DoT letter no. 800-26/2016-
AS.Il dated 01/12/2017 is attached.

3. This is for your information and necessary action please.



Annexure

Procedure & Steps/ Work Flow for Re-verification along with e-CAF

format for:
3 Subscribers of Foreign Nationality and not having Aadhaar.

. MRI Subscribers not having Aadhaar or his/her Aadhaar number does

ot have mobile number registered with UIDAL

il Senior Citizens above 70 years as on 01.01.2018 not having Aadhaar
or his‘her Aadhaar does not have mobile number registered with
UIDAT or have Aadhaar but unable to do biometric authentication/

Fhysically Challenged persons.

V. IVRS based OTP authentication process for subscribers having mobile

number registered with Aadhaar.

7 u’iﬁMM
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A Procedure for re-verifieation of Subscriher of Foreign nationality nat having

Aadhaar

I. Subscriber visits TSP's outlet or TSP s representative visits the subseriber,
2. T8P’s agent authenticates itself thorough Aadhaar based E-KYC process as per the
current process for starting the re-verification process.
3 Subscriber gets a TSP initated Authentication Code SMS (minimum 4 digits) af
his/her mobile to verify that maobile is physically available with the subscriber.
4. After that, TSP's agent perform the following action
a. Validates Authentication cade,
b. Post authentication, Fills in all relevant information in the e-CAF,
¢.  Attach the seanned copy of Passport and VISA/OCT Card {relevanl pages).
d. Captures ‘Jive” photo of the subscriber.

8. After successful submission of CAI with details, another verification code is sent (o
subscriber by TSP and the Subscriber shares verification code along with the
declaration that:

(A} The information provided by me is carrect.
(31 This OTF authertication can he treated as my sigsarure,
() 1 am the existing user of mobile number .. ... ... and the SIM card of

this mobite number is under my possession.

6. After validation of the verification code, TSP's agent again authenticates itself alang

with declaration that "I hereby confirm having seen the subseriber and the details
8 7

provided by subscriber have been entered in the CAF by me. I have capured the
photograpih of the subscriber.”

7. The e-CAF format is altached as Annexure-J.

7

) A
/ ™

wok

Pape 4 of 18



DRAFT

APPLICATION FORM FOR RE-VER FIED MOBILE CONNECTION
FOR FOREIGN NATIO N AL SUBSCRIBERS

Unigue Customer Application Form (CAl- No* - Zf“” |
Tyvpe of Connection®: Post-Paid/ Pre-Paid B g i

| Phatograph

" " . 2 : A clicked at

f. Name of the Subscriber® ; e

SR P———

1AL Subseriber Consent
Declaration: By sharing OTP [ hereb pive my consent fo verify mabile
numiber

OfPsem Details*: __ Date*; Time*:

)

Namie of Father/Hushand* T

3. Gender?: Male/Female 4. Date of B ¢ #? { f ] ’ f f 5 j{
(DD/MM/YYYY | =

5. Current Residential Address of subseriber in In La*:
‘q C§ C{ IAC “:); :......, PSSR — Wi aansng A B v T — SV SI——

Pin Code - o d 4

6. Permancnt Address of subscrjber (1., the addres as per passport)*:

Address o
Country

PinCode [ T T T [ ] ]
7. Status of Subscriber®:- Forcign National
8. Nawownality*
9. Passport Number®

10, Visatype *:

M. Visa Nomber*,
Naote: Photo copy/ scanned copy of relevant pages o
to be uploaded by the TSP representative/subscriber,

ocuments inrespect of 8. No, 1o 11 1s

d

12, Number of Mobile connections held in name of Applicant u India (Operator-wise)* -

PR E-mail address (iFany):




14 Alternate Contiet numbers, ifany: Home:  Business  + Mobile

4. Profession of Subscriber

Declaration by subseriber
(A} The information provided by me is correet.
(I3} This O1P authentication (provided by TSP) can be treated as my signature,
(Cy ] am the existing user of mobile aumber ..o .0l and the SIM ezrd of this
mohile number is under my possession.

TSP OTP code* (declaration):  Dawe*:  Time*;
Fields to be filied by Service Provider/Authorized representative
16. IMST No.(Current)* - 17, Ixisting Mohile Number *-
18. Paint of sale code® -« 19. Pointof Sale Name *:
(To be populated by Licensce) (To be populated by Licensee)

20. Point of sale agent name (As received from UIDAD

20A: Point of sale agent Aadhaar Number* (As received from UIDALE TR

20B: Unigue ¢-K YO response code along with daic & time stamp received from UIDAL ir

respect of POS agent® ([irst time authentication initiating the E-KYC process)
Uniqueresponsecode®: _ ~  Date*:  _  THmerr o

21. Complete Address of Point of Sale* (To be populated by Licensee):
House No/FlaaNo . Streel
Address/Village
Locality/ Tehsi]
City/ Distriet

StefliT

Waga 2% i i H ¢
Pin Code 2 . “5 )

Declaration by POS*
| herchy confirm having seen the subscriber and the details provided by

(A ¢

subseriber have heen entered in the CAF by me. [ have captured the

nhotograph of the subscriber.,
(B) This biomenic authentication can he treated as my stgnature.

Unique response code® (declaration): Dt o Taggh o oo

4 T . . . wh
Note: * indieates mandatory fields ’ w i, N
2o LRI
s

o e . s T Ay o
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6.

Tlheveafler, the Subseriber to click on submit button afier the declaration |

Procedure for re-verification of NRI Subscribers either not having Aadhaar OR
histher Aadhaar number does not have Mobhile number (any) registered with UIDAI
(Website Process):

Subscriber opens the Web portal of the TSP applicable for NRI only,
Subscriber enters his mobile number which is 1o be re-verified and declares that
(i) L con Iician National, however currently NR1
(ifj) / d«-w not have Aacdhaar or my Aadhaar mmber does not have any Mobite number
egistered with UIDAT
(i) The documents uploaded by me are authentic and if found forged, actions as per the
lave o the land should he applicable to me
TSP must ensure that the process will not proceed further if the above mentioned
declaration is not cnlcrcd by the subscriber,
TSP sends an Authentication code SMS (minimum 4 digit) 1o the mabile numiber 1o verify
that mokile is physically available with the subscriber,
Subscriber submits the Authentication code provided by the TST in the website.
TSPy aiu lates the Authentication code and let the subseriber proceed if the code matches.
Else, an error message is displayed.
An c»(."./\F (attached as Anmexure-1I) will be displayed on portal to fill the below
mentioned details:
a. Name of the subscriber (as appearing in the Passport).
b. Father’s/Husbhand’s Namc
¢ Dol3
d. Gender
¢. Indian Passpert Number

Address (as in Passport)

s 3

Local Address in the foreign country

03

v Braanl Address

=

- Address of current stay

. Type of VISA
k. VISA number
1. VISA validity
n Date of last exit from India

e Subscriber to upload the copy of Passport (Relevant pages, clearly showing the details
of ficlds - a, b, ¢. d, ¢, fabove).

s Subscriber to upload copy of the current VISA/Green Card for USA or equivalent for
other countries & last exit stamp (clearly showing ).k Lm)

o Subseriber o upload Iatest colored photograph

i3

| am cortifying

thut all the avove information filed by me in the CAF are comrect

/"?/

et . e
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i

TSP sends a wnique “trassaction id” of alphanumeric of 8 characters (valid for 48 hours?
to the subseriber which will be shared by himher with the Trusted person having Aadhaa

andd registered number

The Trusted person uses this “transaction id" to initiate his OTP based authentication.
Aadhaar e-KYC process
. The Trusted person opens the Web portal of the TSP and enters “transaction id™
and NRT subscriber’s mobile number which is to be re-verified on TSP s wehsite.
i I “transaction 1™ and mobile number of the subscriber is verified, subscribe
details such as name, photo and mobile munber to he veriﬁ“d are made displayed
ot the portal {o the Ermmi person and asked to confimm if hefshe wants te verify
*ub»mmr s mobile number using his Aadhaar pumber and obtains consent as per
Aadhaar Act

1. The Trusted person. enters his‘her Aadhaar number and TSP (withia its own
system) checks 1 he/she has not re-verified mobile connections of more than *
subscribers including all viz., MRI. c4::nior Citizen, Physically Challenged. If the

Trusted person is trying to re-verify the 6™ subscriber, n message is displayed that

“You have already given yowr consent as trusted person for 5 Subseriber” and
'SP then stop (he process while intimating the subscriber to share the transaction
id weith other Trusted person. If the trusted person has not exceeded the limit of £
subseribers, TSP can proceed further

iv. TSP sends the Aadhaar OTP request o UIDAL

v.  LHDAIL sends the OTP to the registered mobile number of The Trusted person and
sends confirmation to the TSP along with last 4 digite of the registered mobile
munber,

vi. I'SP displays-the message on the web portal that Aadhaze OTP has been sent 1o
the registered mobile number of The Trusted person (display the lasi 4 digits of
the registered mahile number’as received from UIDAL

vil,  The Trusted person enters the Aadhaar OTP (6 digit) on TSF's website.

viii. TSP sends the OTP entered by Trusted person to UDIAL and if the OTP maiches,
then c-K Y details are f‘wci' ad from UIDATL by TS8P, If the OTP does net mateh
then an error message 18 displayed on the Web portal by TSP

On receipt of e-KYC details from UIDAL TSP shall store the sane in the CAL and shall

the send confirmation SMS to the subs scriber as well as The Trusted person stating that

“the process has been compleied and we will take 96 howrs to confirm back if mobiic

i

number {euily last four ./:y,,) NXXX) has been re-verified afier cheching all detpils ang
the upiowded documents”, In case of any information not filed completed and/or if any
uploaded document is incorrect/unreadable/mismateh with the filed ficlds, the TSP will

inform the subseriber accordingly through SMS,

It sueh casc where TSI' rejects the re-verification, the subscriber will be informed via
SMS about the reason of rejection and the subseriber has o start the complete proces:

again.

I case the Aadhaar detzils or other information provided by the subseriber is found to b
incorrect and misuse, it may be treated as a fraudulent activity and action as por Aadlon

Act. 2016 and other relevant laws may he taken. *”"\jhx L‘A«ng
¢fyjﬂ¢nz B o

0ok AR
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ANNEXURE-H

DRAFT
APPLICATION FORM FOR RE-VERIFIED MORILE CONNECTION
NRI SUBSCRIBERS (WEBSITE PROCESS)

Unique Customer Application Form (CAF) No* -

oy s o & ; e Passpoer sive
Fype of Connection®; Post-Paid/ Pre-Paid Fasspet e

Phutograph

o y 7 As uploaded

. Name of'the Subseribert e
{As entered by subseriber)

by subscriber)

LA: Consent of NRI subscriber®:

e lam an Indian National, however currently NRT - {1

o | dounoi have Aadhaar :

or
My Aadhaar does not have any Mobile number registered with UIDAL {1
o The documents uploaded by me are authentic and if found forged, actions us per

the Jaw of the land should be applicable to me
Note: Please Tick appropriate option, Clicking an option will amount to certificate by the
subscriber.

2. Name of Father/Husband*(As entered by subscriber)
3. Gender*: Male/Female 4. Date of Birth* BEEL 2o
DDMMYYYY)
(As entered by subscriber) - (As entered by subseriber)
5. Subscriber Address® (As per Passport):

Address: - -

PinCode- |} [ T 1

Foreien Address of subscriber (i.e. the address where subscriber is currently residmg)”:

o~

Y5

Countin

Pinizip [T T 1 1 T J Code

7. Status of Subscriber*(I3y TSP):- NRI

8 Nationa'ity* (As entered by subscriber)

G

9 Passport Number® (As entered by suhseribery:

1 Visa Nembert {As entered by subscriber):

11 Visa Type® (As entered by subseriber): & 7 )*W

o4
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12, Visa Validity ' {As entered by subseriber):

13, Date of last exit from India® (As entered by subseriber):

Note: Photo copy/ scanned copy of relevant pages of documents in respect of S.Mo, 9t0 13 s
to be uploaded by the subscriber

T4, Number of Moebile conpections held in name of Applicant i India (Operator-wise)® -

15, Ee-mail address (il any): o w L e S

16, Alternate Contact numbers, i any: Home Bosiness ~  ~ Mnbile

17. Profession of Subseriber: 18, PAN/GIR:

—

Declaration by subseriber
(A)  The information provided by me inmy respeet is comeet.
(B) 1 am the existing user of mobile number ............ and the SIM card of this
mohile number is under my possession.

Transaction Id* {issued by Licensee): _ Date*:  Time*:

19. Details (Name., Address and Aadhaar number) of Trusted Person® (As received from
UIDAD '

o o oA 5 SR

Pagsport e

Name of Trusted Persop®* : :

S R A Phatograph
Address of Trusted Person . ) e
AT o e ovf Prsoted Poren®
?qdyl;;wr number of Trusled Person® A et fram LilDAL
MOBY . :
Qonbder® i

Declaration by Trusted person
1. The user of mobile number (.. is known to me,

1. 1 hereby give my consent to verify mobile number  possessed
hy ~(Name of subscriber), This should be considered as my

consent for authentication through UIDAL under Aadhoar Act, 2016 &
rulesfregulations made under the said Act.

Unigue response code® : Date*: _ Time*:

Ficlds to he filled by Service Provider/Authorized representative

A0 MBI Ne*-.
21. Existing Mobile Number *
F

Y/J Y

Note: * indicales mandatory fields s
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CProcedure of re-verifieation for Senior Citizen subscribers (ahave 70 years) either
pot having Aadhanr OR his‘her Aadhaar number does not have Mobile namber (any)
repistered voith UIDAT OR his fingerprints ave worn out/ Physically Chalenged

1. Subscribor opens the Web portal of the TSP
7. Subscriber enters his mobile number which is to be re-verified and declares thal
(i L am an Indian National and having age more than 70 years as on (01.001. 2018 or aun
physically challenged person
(i} 1 de ot have Aadhaar or my Aadhaar number does not have any Mobile wunber
registered with UIDAL or my fingerpiinty are wors oul or have Aadhaar bur unable 1o
do bromietric autheniication.
(i) The documents uploaded by me are authentic and if found forged, actions as per the
lave o7 the land skoulid be applicable (o n.
TSP must ensure that the process will not proceed further it the above mentioned
declaration is not entered by the subseriber.
4. TSP sends an Authentication code SMS (minimum 4 digit) to the mobile number to ve ify
that mobile is physically available with the subscriber.
5. Subscriber submits the Authentication code provided by the TSP on the website.
6. TSP validates the Authentication code and let the subscriber proceed if the code matehes.
Else, an error message is displaved.
An ¢-C/T (attached as Annexare-H1) to display an portal to fill the below mentioned

Lad

~}

details:
a, Name
. Father sfHusband’s Name
c. DB .
d. Gender
. Address
* Photo ld details having Date of Birth/Year of birth

o
o

o

o

g. i ail Address (optional)
o Subsoriber to upload latest colored photegraph Wh
o Subsariber to upload one Government P hoto L
the age (in case of Senior Citizens)
® “m‘as riber to upload one certificate of physically challenged (in case of Physically

d proof having Date of Birth 0 establish

Challenged person)

Subscriber 1o elick on submit button AFTER the declaration - “1 am certifying that ali the

information filed by me in the CAF are correct”

8. TSP sen ls a unique “transaction id” of alphanumeric of § characters (valid for 48 hours
to the sybscriber which will be shared by him/her with the Trusted person having A adhu«:e.:

and registered number.
9. The Trusted person uses this “transaction W 1o initiate his OTP based authentication
Andhaar e-KYC process:
i The Trusted person opens the Web portal of the TSP and cmv‘r:«; “transaction id”
Al ,‘ul.th‘}‘,iﬂ’ihc_,l.fs mobile number which is to be re-verified an TSEs w vtjwc

o
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P

. In such case

o I cyansaction ™ and mobite number of the subscriber i4s verificd. subseriber
details such as name. photo and mobile number to be verified are made displayed
ot the portal to the Trusted person and asked to confirm if hefshe wants to verify
subscriher’s mobile number using his Aadhaar number alier obtaining his consent
uncler the Aadhacr Act. :

iti.  The 'l”rvx"wc p-"fffm enters his/her Aadhaar number and TSP (within its own
vstem) checks if he/she has not re-verified mobile connections of more than 3
u‘\ r,hw’x including all viz,, NRI. Seni for Citizen, Physically Challenged. If the
1 rusted person is trying (o re-verify the 6" subscriber, a message is digplaved that
“You have already given vour consent as trusted person for 5 Subscriber” and
TSP then stop the process while intimating the subscriber to share the iransaction
id with other Trusted person, If the trusted person has not exceeded the mit of
subscribers, TSP can proceed further,

iv. TSP sends the Aadhaar OTP request to UIDAL

v, UIDAT sends the OTP to the registered mobile number of the Trusted person aud
sends confirmation to the TSP along with last 4 digits of the registered mobile
number

vi. TSP displays the message on the web pnrm that Aadhaar OTP has been sent to

the registercd mobile number of the Trusted person (displays the Jast 4 digits of
the registered mobtle number as received from UIDALY.

vii, The Trusted person enters the Aadhaar OTP (6 digit) on TSP's website.

viii. TSP sends the OTT entered by Trusted person to HDIAT and {6 the OTP imatches.
then e-KYC detatls are fetched from UIDAT by TSP, I the OTP does not malck
then an error message is displayed on the Web portal by TSP.

On receipt of e-KYC details from UIDAL TSP shall store the same in the CAT and shall
the send confirmation SMS o the subscriber as well ag The Trusted person siating that
“the process has been completed and we will take 96 hours to confirm back if mobils
number (only last fowr digits XXXX) has been re-verified after checking all details and the
uploaded documents”. In case of any information not filled completely and/or if any
uploaded document is incorrect/unrcadable/mismaich with the filed fields, the TSP wil!
inform the suhseriber accordingly through SMS.

where TSP rejects the re-verification, the subscriber will be informed vie

SMS about the reasor: of rejection and the subscriber has to start the complele proces:

again,

In case the A 'ui}m i details or other information provided by the subseriber is found to be

incosrect/misnse, it may be treated as a fraudulent activity and action as per Aadhaar Act

2016 and other relevant Taws may be taken

R
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' Annexure-J1
DRAFY
APPLICATION FORM FOR RE-VERIFIED MOBILE CONNECTION
SENIOR CITIZEN (above 70 years as on 19 Janvary 2008V PHYSICALLY
CHALLENGED PERSON (WEBSITE PROCESS)

Unique Custamer Application Form {CATF) No* - e o
T s T I : 55 e
Fype of Conpection®: Post-Paid/ Pre-Paid Passparts

Photograpl
o . ) : As unlaaded
b Name of the Subscriber® Y

. T ORSTERE R N TP e : by subscribert
(As entered by subscriber) .

2. Consent of subscriber™:
s [aman Indian National
Having age more than 70 years as on 01.01.2018 "t
Qr
Physiecally Challenged 7
e ] do not have Aadhaar |
or
My Aadhaar does not have any Mobile number registered with UIDAT [
Or :
F have Aadhaar but unable to do biometric authentication |
¢ The documents uploaded by me are authentic and if found forged, actions as per
the faw of the Land should be applicable to me U

Note: Pleage tick appropriate box. *

3. Name ol Father/Husband*(As entered by subsertber) DLt
gl ol . PR S s A e G
4. Gender™: Male/Female 5. Date of Birth* { o = e B B
(DD/MM/YYYY)
(As entered by subscriber) (As entered by subscriber)

. Subscriber Address®(as entered by subscriber):

PinCode- | | 1
7 Status of Subscriber*(By 1819 Individual/Ousstation

8 Nationality” (As entered by subscriber)

9 POl Deails * (As entered by subscriber with photograph & Date of Birth):
9A: PO Type 9B: POI Numbe

HL Number ol Maobile connections held  in name of Applicant (Operator-wise)*

P bemail address (i anvy: @ el

-
o NI
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12, Alternate Contact pumbers, ifany: Home:  Buosiness «
Profession of Subscriber CREIRE 5. e

Declaration by subseriber
(A)  The information provided by me i my respect is coreeet.

Mobilk ]

(B) 1 aw the existing user of mobile number ............ and the SIM card of this

maobile number is under my possession.

Transaction Id* (issued by Licensee):  Dae*:  Time*:

14, Detatls (Name, Address and Aadhaar number) of Trusted Person*
LHDAD

Name of Trusted Person*

Address of Trusted P u‘»m““_ Sl el e N B e
Aadhaar number of Trusted P uwm“

D(.)H“‘

Gender® el

Declaration by Trusted person

(A} The user of mobile number ............ is known o me.
(B) 1 hereby give my consent to verify wobile number

(As received from

3
H
i
T
i

=
S

Photograph
(A receivsd
from Ulish

e ey

possessed

by _ (Name of subseriber). This should be considered as my

consent for authentication through UIDRAL under Aadhaar Act, 2016 and

rules/regulations made under the said Act,

Unique responsecode® : .,  BDate*:  Time*:

Fields to be filled by Service Provider/Autharized representative

15. IMSINo.* -

16. Existing Mobile Number *-

Note: * indicates mandatory fields
A 2
AN L
R 4’""7:'/ UL:—'/,.
b
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Ih Procedure for resverifieation of 1VRS hased OTP authentication process for
suhseribers having mobile  number registered  with Aadhaar (not applicable to
Outstation subseribers):

Method - Mobile re~verification throngh 1VR:

Lo Subseriber calls the TSP IVR through the mohile number that needs (o be re-verified.

i The IVR language should be in English. Hindi and other regional languages of the
respective state/tireles. This should be selected by pressing digits as indicated through
VR,

i, TVR gives the option of selection of nationality i.c. Indian or Others. In ease of others.
VIR process stops and subscriber is advised to follow the procedure preseribed for
foreien nationals.

v, IVR plays a message that */ hereby give my consent to verify ny mobile number and
this should be considered as my conseni for demographic authentication throwgir
UIDA winder Aadbaar Aer 20167 The subseriber presses the required digit to pive the
consent. If the subscriber gives hissher consent, IVR process proceeds further and the
subscriber is asked to enter Aadhaar number.

v. TSP sends the Aadhaar number to UIDAT and UIDAL checks whether if there is any
mobile number registered with that Aadhaar number, If yes, then an OTP is sent by
UIDAT to registered mobile number and [VRS process proceeds further. If not, an
error message is played.

vi.  OTP is reeeived on the Aadhaar registered mobile and consent message is played on
through IVRS to subscriber by TSP that:

o 1 am the existing user of mobile mumber _ and the SIM card of this
mobile number is under my possession

o By sharing of Aadhaar OTP, I hereby give my consent to feich my kame, Date of
Birth, Address, Gender, Photo from UIDAT te verify my mobile vamber

o This OTF authentication can he freated as my signature,

Vi Subseriber enters the OTP received from UIDAT on the VRS, TSP sends the OTP
entered by subscriber to the UIDAL and iff OTP matches, then e-KYC details are
fetched from UIDAT by TSP, If the OTP does not match then an error message is
played by TVRE,

vitl.  IVR gives the option o the subscriber of sequentially keving the details of other

alternate mobile numbers, ifany, count-wise and number-wise.

A message intimating that “the re-verificaiton process of your mobile mumber has

been initiated suceessfully” 15 plaved through TVRS and also transmitted 0 the

subscriber’s mobile number,

Xy Adter k:on*;plctimn of above process, before updating or overwriting the subscriber’s
detais in database with data received through above process, the TSP shall seek
confirmation from subscriber about the re-verification of hisfher mobile number alter
24 Hours through SMS. S the subseriber does not respond within 3 daylight hours to

r | kL&AJ{,‘éL

o

avi‘,
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SMS.

the TSP shall treat re-verification as pesitive and oyverwrite the subseriber

databuse by reeeived this process,

xi. For the above process, TSPs need o ensire:

»

o

the security of voice channels,

that the entire process above is automated and there is no human intervention
anvwhere.

seeurity 1« provided al par with security of banking transactions tropgh IVR.
that there are intemal robust seeurity measuies to protect Aadhaar ivformation

from unauthorized access. e.g. the application that interacts with the VR

il
should mask 7 encrypt the Aadhaar munber as soon as it is received by the

application,
that The Aadhaar number 1s not sccessible o0 TSPs call center or CRM

gxecutives,

The e-CAF format in this OTP based process is attached as Annexure-1V.

%

KN R hoS
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Annexure-1V

et

DRAFT

APPLICATION FORM FOR REVERIFICATION
USING OTP PROCESS (IVRS) FOR LOCAL SUBSCRIBER

T

Unique Customer Application Form (CAF) No* - S |
Aadhasr Number of Subscriber® (As provided by Subseriber in IVRS): }"I;é.‘{ugm;'l*a f
Tvpe of Connection®: Post-Paid/ Pre-Paid {As received |
Mode of Re-Verification: IVRS from UIDAD

Nameg o the Subseriber® e :
(As reccived from UIDATD

LA Subseriber Consent
Unique e-KYC OTP communication response code (OTP sent confirmation) along with

date & time stamp received from UIDAT in respect of subscriber?

Declaration: By sharing Aadhaar number 1 hereby give my consent to verify my mobile
number  This should be considered as my consent for demographic zuthentication
through UIDAT under Aadhaar Act, 2016 and rules/regulations made under the said Act,

to verify my mobile number.
Fime* ¢

s

Unique scsponseeode®; -~ Date*: . o

2. Name of Father/Husband/Daughter/Son* ( as received

from UIDAL il any)

-

3. Gender®: Male/Female 5. Date of Birth* § l . i ! T ; : ; ‘WJ
(DDMMYYYY) =
(As received from UIDAT)

(As received from UIDAL)

. Complewc Local Residential Address * (as received from UIDATY

—

Pin Coc ¢o= z i

Status of Subscriber®:- Individual

o}

i

8. National tv*: Indian/Other {as declared by subseriber during the TVRS Cally

9. Detaile of Mohile convections held in name of Apphicant * « {as declared by
subseriber daring the [VRS Calh
o LA
ﬁu‘)/ J\'n//xi
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BDecluration by subseriber

(A) I am the existing user of mobile number and the 8IM card of this

Li

mobile number is under my possession,
(B3} By sharing of Aadhaar OTP, 1 herehy give my consent to fetch Wy nane, Date of

Birth, Address, Gender, Phote from UIDAL under Aadhaar Act, 2016 and
rrrlesd

ulations made under the said Act to verify my mobile number.

(€7 This OT] authentication can be treated as my signature

Unigue response code* (declaration) Pat Time* ;

Fields to be filled by Service Provider/Authnrized representative

10, IMS] Mo ewrrent) - 11 Existing Mobile Number *-

Note: * indicates mandatory ficlds
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